Atitit 防伪防篡改方法总结关键数据的防篡改检验方法
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# 篡改的两种方式：

## ****第三方篡改****

意思是说在数据由用户发到服务器的途中，数据被第三方篡改，造成发送的数据和接收的数据不一致，防止此类情况的发生的常用做法如下：

1. 将要提交的参数先做加密 在做签名。。。
2. 如果第三方不知道加密方法，也可以不走签名，加密即可。。

## ****2.用户自行修改****

****其实这种方式不能算作被篡改，因为是用户自己修改的，并且是在发送数据前修改 的，这样发送和接收双的都是相同的数据，但是可能是不是期望的数据。****

****例如，一个充值页面，用户点击了充值10元的按钮，在提交前，F12把10改为10000，那么实际上发送的数据是10000，后台接收到的数据也是10000，那么这个值是没有被篡改的，但是不是期望的（对于服务端）。****

****对于这种修改方式，无法通过加密等手段进行验证，只能通过业务逻辑进行验证。比如要删除一篇文章，只能在业务层保证用户是删除的自己的，而不会通过修改id等方式删除了别人的。对于上边充值的例子也可以在业务逻辑上验证是给当前用户自己充值并是由当前用户支付的，这样付款的还是自己，就没有什么问题了。****

****————————————————****

# 常见证件钞票防伪技术

就目前而言，假护照要以假乱真几乎没有可能，尤其是当进入电子信息高度普及的时代。  
1、护照是世界上除了纸币之外最难伪假的。上面采用的技术特别多，基于不同原理的不同技术所呈现出来的效果和特征各不相同。此外，有些技术的使用成本极高。注意，是极高，除非你富可敌国，否则用不起。
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## 紫外线敏感图案纸

## 变色涂料

## MRZ比对：OCRMRZ和RFIDMRZ的比对

：通过复杂机读码的一致性，排除那些“粗心”的假护照。

护照真伪的鉴别方法虽然从可靠性可以参照人民币和身份证的防伪鉴别可靠性，紫外光防伪鉴别护照原理同人民币紫外防伪的原理一样，国家对变色涂料的控制可以保证这一方法的可靠性；而芯片读取鉴别护照原理同身份证读卡原理一样，护照芯片和机读码信息只掌握在制证机构且属国家机密，从这一点来看，此法可靠性非常强。

## 芯片

# 常见防篡改方法

## rsa加密法

## 校验码 签名法

：在数据库的记录中设置校验码，校验码根据记录中的关键数据生成；当检验时，生成关键数据的密文；将密文与校验码进行比较，根据比较结果确定关键数据是否被篡改。本发

## ****业务逻辑进行验证****

****。比如要删除一篇文章，只能在业务层保证用户是删除的自己的，而不会通过修改id等方式删除了别人的。****

## ****高级语言防止看到源码 ，算法保密****

## ****Key保密 key****

****可以用非编译语言加密****